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Safeguarding Statement 
Our Lady of Lourdes Catholic Multi Academy Trust (OLoL CMAT) Executive Board acknowledges its moral and statutory 
duty to safeguard and promote the welfare of all children, in collaboration with our Local Governing Bodies. Together, 
we are committed to creating a safe and welcoming environment where every child and adult is respected and valued. 
 
The Trust Board and Local Governing Body adopt a 'whole school' approach to safeguarding, ensuring it is integrated 
into all aspects of our processes and policies. This commitment means that child protection is central to everything 
we do, with all systems, processes, and policies designed to operate with the best interests of the child at heart. We 
are dedicated to ensuring equal protection for all children and young people, regardless of age, disability, gender 
reassignment, race, religion or belief, sex, or sexual orientation. 
 
Our mission, guided by the principles of Catholic Social Teaching, is to act in the best interests of children, ensuring 
their safety and providing them with full access to education. In line with the UN Convention on the Rights of the Child, 
we recognise that all adults, in any capacity, are duty-bearers, accountable for ensuring that children experience their 
rights. 
 
It is crucial that everyone working in OLoL CMAT Schools and within the OLoL Central Team understands their 
safeguarding responsibilities. Governing bodies and proprietors will ensure that staff working directly with children 
read at least Part One of Keeping Children Safe in Education 2025 (KCSIE).  This will be completed through the online 
Flick training. 
 
For those who do not work directly with children, governing bodies and proprietors, along with senior leadership 
teams and Designated Safeguarding Leads (DSL), will ensure they read either Part One or Annex A (a condensed 
version of Part One) of KCSIE 2025.  This will be completed through the online Flick training. 
 
Mechanisms will be in place to help staff comprehend and fulfil their roles and responsibilities as outlined in Part One 
(or Annex A, when applicable) of KCSIE 2025. The Trust Board and Local Governing Body remain vigilant to the signs 
of abuse, neglect and exploitation, following established procedures to ensure effective support, protection, and 
justice for children and adults. We recognise the unique needs and potential barriers faced by children from minority 
ethnic groups and those with disabilities, especially in communication. 
 
Child protection is a fundamental component of our school's safeguarding responsibilities, ensuring that every child is 
protected and able to thrive in a safe educational environment. 
 
For the purposes of this policy, the terms ‘children’, ‘pupils’, and ‘students’ will all be referred to collectively as ‘child’ 
or ‘children’. In line with Keeping Children Safe in Education (KCSIE), anyone under the age of 18 is considered a 
child. 
 
The school Safeguarding and Child Protection policy is available on the CMAT website: Home - Our Lady of Lourdes 
Catholic Multi-Academy Trust (ololcatholicmat.co.uk) 
 
 
  

https://www.ololcatholicmat.co.uk/
https://www.ololcatholicmat.co.uk/
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1. Key Personnel 
 
CMAT Key Personnel 
The CMAT Designated Safeguarding Lead (DSL) is: Robert della-Spina 
Contact details: email: Robert.della-Spina@ololcatholicmat.co.uk   Telephone:  07356 120899 
 
The CMAT Safeguarding Manager and Deputy Designated Safeguarding Lead is: Steve Akers 
Contact details: email: s.akers@OLOLCATHOLICMAT.co.uk   Telephone:  07356 130045 
 
The CMAT DSL Line manager is:  Moira Dales DCEO 
Contact details: email: m.dales@ololcatholicmat.co.uk  Telephone: 07852133114  
 
The CMAT foundation director for safeguarding is: Sue Dryden 
Contact details: email: admin@ololcatholicmat.co.uk 

Local Authority Key Personnel 
Throughout the Safeguarding Policy, where it references safeguarding board and or partnership, please refer 
to the below links. 
 
LSCP 
Lincolnshire Safeguarding Children Partnership – About the LSCP - Lincolnshire County Council 
  
Lincolnshire Education Safeguarding Officer:  Miriam Shucksmith 
Contact details: email: safeguardinginschools@lincolnshire.gov.uk    
Telephone:  01522 554695 
 
Lincolnshire Designated Officer (LADO):   
Contact details: email: LSCP_LADO@lincolnshire.gov.uk     
Telephone: 01522 554674   
 

mailto:Robert.della-Spina@ololcatholic
mailto:s.akers@OLOLCATHOLICMAT.co.uk
mailto:m.dales@ololcatholicmat.co.uk
mailto:admin@ololcatholicmat.co.uk
https://www.lincolnshire.gov.uk/safeguarding/lscp
mailto:safeguardinginschools@lincolnshire.gov.uk
mailto:LSCP_LADO@lincolnshire.gov.uk
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2. Staff with additional safeguarding responsibilities:  
 

School Key Personnel 
 
Contact Details for Saint Mary’s RC Primary Academy Boston 
01205 362092 
enquiries@bostonstmarys.co.uk 
 
The Designated Safeguarding Lead (DSL) 
Mrs Lisa Gleed-Thornley – Headteacher  
 
The Deputy DSLs are:  
Mrs Jennifer Williams – Deputy Headteacher 
Mrs Michelle Brader – SENDCo  
Miss Libby Spikings – Office Manager  
 
The Mental Health Team: 
Mrs Lisa Gleed-Thornley – Headteacher 
Mrs Michelle Brader – SENDCo 
Miss Charlotte Harness – Class Teacher 
Mrs Kelly Crawford-Scott – Teaching Assistant 
 
The Nominated Child Protection Governor:  
Ms Maria Lewis 
 
The Headteacher: 
Mrs Lisa Gleed-Thornley  
 
The Chair of Governors: 
Dr David Mangion  
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3. The Headteacher’s Responsibilities: 
The headteacher is responsible for the implementation of this policy, including: Ensuring that staff (including 
temporary staff) and volunteers:  

• Are informed of our systems which support safeguarding, including this policy, as part of their induction.  

• Understand and follow the procedures included in this policy, particularly those concerning referrals of cases of 
suspected abuse, neglect or exploitation.  Ensuring that this policy is clearly communicated to parents when their 
child joins the school and via the school website. 

• Ensuring that the DSL has appropriate time, funding, training and resources, and that there is always adequate 
cover if the DSL is absent.  

• Ensuring that all staff undertake appropriate safeguarding and child protection training and update the content of 
this training regularly.  

• Acting as the ‘case manager’ in the event of an allegation of abuse made against another member of staff or 
volunteer, where appropriate. 

 

4. The Designated Safeguarding Lead (DSL):  
The DSL is a member of the senior leadership team. The DSL takes lead responsibility for child protection and wider 
safeguarding.  
 
During term time, the DSL will be available during school hours for staff to discuss any safeguarding concerns.  
When the DSL is absent, the deputies will act as cover including out of hours and out of term activities.  
 

4.1 DSL Support 
The DSL will be given the time, funding, training, resources and support to: 

• Liaise with the link DPS or the Trust Safeguarding Lead, for advice and support. 

• Provide advice and support to other staff on child welfare and child protection matters.  

• Take part in strategy discussions and inter-agency meetings and/or support other staff to do so.  

• Contribute to the assessment of children.  

• Refer suspected cases, as appropriate, to the relevant body (local authority children’s social care, Channel 
programme, Disclosure and Barring Service, and/or police), and support staff who make such referrals directly. 

• Report to LGB half termly on the standard report template. 
 
The DSL will also liaise with local authority case managers and designated officers for child protection concerns as 
appropriate.  
 
In line with Keeping Children Safe in Education (2025), the Trust ensures that all Designated Safeguarding Leads (DSLs) 
have access to regular, structured safeguarding supervision. This provides a protected space for reflection, 
professional dialogue, and emotional support, enabling DSLs to manage the complex demands of safeguarding 
effectively. The process is outlined in detail within the Trust’s Supervision Policy, which sets out expectations, 
frequency, and accountability arrangements. All Lead DSLs must engage in this supervision to strengthen safeguarding 
practice, ensure consistency, and uphold the highest standards of vigilance across our schools. 
The full responsibilities of the DSL and deputies are set out in their job description. 
 

4.2 The DSL and Deputy DSLs 
(Role of the Designated Safeguarding Lead Annex C: KCSIE 2025)  
The DSL and Deputy DSL, will undertake appropriate child protection and safeguarding training (as set out in KCSIE 
2025, page 171) at least every 2 years.  In addition, they will update their knowledge and skills at regular intervals and 
at least annually (for example, through e-bulletins, meeting other DSLs, or taking time to read and digest safeguarding 
developments). They will also undertake Prevent awareness training.  
 
Availability 
During term time the designated safeguarding lead (or a deputy) is always available (during school hours) for staff in 
our schools to discuss any safeguarding concerns. Whilst the designated safeguarding lead (or a deputy) would be 
expected to be available in person.  In exceptional circumstances availability via phone and or teams or other such 
media is acceptable. Our designated safeguarding lead will always arrange adequate and appropriate cover 
arrangements for any out of hours/out of term activities. 
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4.3 OLOL CMAT board responsibilities 
The Trust Board will: 

• Ensure a whole-school approach to safeguarding, ensuring it underpins all relevant processes and policy 
development. 

• Review and approve this policy at each review, ensure it complies with the law, and hold the headteacher to 
account for effective implementation. 

• Ensure there is a safeguarding lead to monitor the effectiveness of this policy alongside the full governing board. 
This person will not be the Designated Safeguarding Lead (DSL). 
 

5 Governors Responsibilities.  
Governors will receive an updated safeguarding report at the end of each term. This report will be presented at the 
subsequent governing body meeting for review and discussion. 
 
All Governors will regularly update learning about safeguarding, to ensure they have the knowledge and information 
needed to perform their functions and understand their responsibilities i.e. support and challenge. 
 
All governors will receive online training, through Flick online safeguarding training and face to face training 
provided by our Trust.  All governors are expected to complete safeguarding training in order for them to be able 
to access the school environment. 
 

5.1 Safe Recruitment – interview panels.  
Governors will ensure that at every interview panel will include at least one member who has completed safer 
recruitment training. As a minimum, this training will cover the requirements of Keeping Children Safe in Education 
and align with local safeguarding procedures. 

 
6 Managing allegations and investigations 
Please refer to OLOL Managing allegations protocol 
Our Lady of Lourdes CMAT policies and procedures state clearly and explicitly to whom allegations are reported, and 
that reporting happens without delay, in line with local safeguarding procedures.  
An Investigating Manager will be appointed to lead any investigation. 
 

Employee Level Investigating Manager 

School support staff  A person appointed by the headteacher 

Teaching Staff Headteacher  

Headteacher CEO or person nominated by the CEO 

Staff in Central Team (other than Executive Team) Line Manager 

CMAT Executive Team (other than CEO) CEO or person nominated by the CEO 

CEO 
Investigating officer appointed by the Chair of the CMAT 
Board 

 
All governors will read Keeping Children Safe in Education. Section 15 of this policy has information on how governors 
are supported to fulfil their role.  
 
This policy works alongside our Trust’s1 whistle blowing policy.2 
 
 
 

                                                        
1 Policies - Our Lady of Lourdes Catholic Multi-Academy Trust (ololcatholicmat.co.uk) 

2 OLoL-Whistleblowing-Policy-May-2021-final.pdf (ololcatholicmat.co.uk) 

https://www.ololcatholicmat.co.uk/governance/policies/
https://www.ololcatholicmat.co.uk/wp-content/uploads/sites/2/2021/12/OLoL-Whistleblowing-Policy-May-2021-final.pdf
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7 Definition of Safeguarding:  
Safeguarding is the action that is taken to promote the welfare of children and protect them from harm. This applies 
to all children in our care and in our communities.  
 
Safeguarding is everyone’s responsibility. Safeguarding means: 

• Providing help and support to meet the needs of children as soon as problems emerge.  

• Protecting children from maltreatment, whether that is within or outside the home, including online. 

• Preventing the impairment of children’s mental and physical health or development. 

• Making sure that children grow up in circumstances consistent with the provision of safe and effective care . 

• Taking action to enable all children to have the best outcomes. 
 
We are especially alert to any child who: 

• Has experienced multiple suspensions, is at risk of being permanently excluded from schools, colleges and in 
alternative provision or a pupil referral unit. 

• Has a parent or carer in custody, or is affected by parental offending. 

• Is frequently missing/goes missing from education, home or care. 
 

8 Our DBS Checking Process 
Our Lady of Lourdes is committed to safer recruitment and to safeguarding and promoting the welfare of children. We 
ensure all appropriate checks are carried out on staff, volunteers, governors, trustees, agency and third-party staff 
and contractors, in line with Keeping Children Safe in Education, the Safeguarding Vulnerable Groups Act 2006, the 
Protection of Freedoms Act 2012, the Rehabilitation of Offenders Act 1974 (Exceptions Order), and data protection 
legislation. 
 
Types of checks 
• Enhanced DBS with children’s barred list is required for anyone engaging in regulated activity with children (e.g. 

regular unsupervised teaching, training, care, supervision, or intimate and personal care). 
• Enhanced DBS (no barred list) is used for staff and all volunteers who work regularly on site with opportunity for 

contact but not in regulated activity (e.g. supervised volunteers). 
• Basic DBS may be used, case-by-case, for roles with incidental contact and no opportunity for unsupervised access 

(e.g. some contractors and ancillary roles), alongside a risk assessment. 
 
Other statutory checks 
• In line with KCSIE, we ensure the Right to Work in the UK, Prohibition from Teaching, Section 128 direction 

(management), Qualified Teacher Status, Overseas checks (including Certificates of Good Conduct for individuals 
who have lived or worked overseas). 

 
Renewal and Update Service 
• Checks are completed pre-appointment and before unsupervised access to children. 
• We conduct annual status checks which are recorded. 
 
Positive disclosures 
• Any information returned on a DBS certificate is considered via a documented risk assessment by senior leaders 

and HR. Appointments proceed only where it is safe and lawful to do so. 
 
Single Central Record (SCR) 
• We maintain a compliant SCR that records identity, qualifications, DBS details, barred list checks, prohibition and 

Section 128, right-to-work, and required overseas checks for all relevant individuals, in line with KCSIE. 
 
Supervision 
• Until all checks are complete, staff and all volunteers do not have unsupervised access to children and are subject 

to appropriate risk controls. 
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Data protection 
• We handle DBS data in line with UK GDPR and the Data Protection Act 2018. Certificate information is seen only 

by authorised staff, recorded minimally (e.g. number/date/level/outcome), and retained securely for no longer 
than necessary. 

 
Duty to refer 
• We will make a referral to the DBS and, where applicable, the Teaching Regulation Agency (TRA) when we remove 

or would have removed an individual from regulated activity because they posed a risk of harm to children. 
 

9 An Effective Culture: 
Leaders must create a culture in which all staff, trustees and visitors understand how to raise concerns and feel 
supported to do so.  
 
Governors should ensure that they have a clear understanding of the local risks that are applicable to the demographic 
of the school.  
 
Governors should ask challenging questions of leaders’ assertions and ‘triangulate’ these assertions more thoroughly 
so that they understand what behaviour is like.  
 
So that we are able to: 

• Reduce risk and prevent harm to children.  

• Ensure the identification of, and timely and appropriate responses to, risk and harm to children. 

• Ensure that all adults in the school community understand their roles and responsibilities in respect of the above. 
 
Our school provides a universal service to children in our locality. School staff are closely involved, daily, with children 
and their families. Consequently, we have a critically important role towards the identification and prevention of harm, 
abuse, neglect or exploitation. 
 
This policy does not reiterate extensive sections of statutory guidance. It is a practical document that clarifies the roles 
and duties of all adults working in our schools and school communities. It should be used in conjunction with Keeping 
Children Safe in Education (2025), Working Together to Safeguard Children3  and with related school and Trust policies, 
as specified in section 7 of this policy. 
 
We welcome our personal and professional safeguarding responsibilities, and as set out in statutory guidance4. It is 
our duty to maintain a professional working knowledge of relevant statutory guidance and of local arrangements. 
 

Ensuring a culture of safeguarding is a priority for our school. 
We do this by: 

Our leaders create a culture of vigilance and continuously communicate the importance of safeguarding 
throughout our school community. 

Having a system where concerns can be reported immediately. •  

Supporting our children. •  

Safeguarding Governor •  

Working with parents and carers •  

Continual Professional Development •  

Curriculum o  

Environment •  

 
 
 
 

                                                        
3 Working together to safeguard children - GOV.UK 
4 Keeping children safe in education - GOV.UK 

 

https://www.gov.uk/government/publications/working-together-to-safeguard-children--2
https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
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10 Contextual issues: 
 

Potential Contextual Safeguarding areas of risk5 
Each School has a separate contextual area of risk and mitigation. 

Area of risk Mitigation 

Domestic Violence •  

Physical Assault •  

E-safety •  

 

• Where a child is suffering, or is likely to suffer from harm, it is important that a referral to local authority 
children’s social care (and if appropriate the police) is made immediately.  

• Please contact our OLOL safeguarding manager, or the DPS safeguarding lead when you have any concerns or 
questions linked to safeguarding. 

• Referrals should follow the LA’s referral process. 
 

11 Definition of Child Protection: 
‘Child protection’ is the activity to protect specific children who are suffering, or who are likely to suffer, significant 
harm.  Therefore, protection is a specific element of safeguarding, whereas safeguarding legislation in general is about 
the promotion of children’s needs and the prevention of harm.  This emphasises the need for all staff to be able to 
respond early when they have a concern rather than wait until this is more defined and certain.   
 
At this point the involvement of services to protect the child (ren), including Children’s Social Care, is statutory.  
 
The critical message from legislation that should inform all actions and decisions is that: 
“the child’s welfare is paramount”. 
 

12 Local arrangements: 
 

12.1 Local Authorities with the Our Lady of Lourdes CMAT. 
Our Lady of Lourdes spans six local authority areas. Each local area’s multi-agency safeguarding arrangements are led 
by the statutory safeguarding partners/organisations: local authorities, clinical commissioning groups and the police.6 
 

12.2 Local Authorities Safeguarding partnerships. 
LSCP (Lincolnshire) CMARS (North Lincolnshire), NELSCB (Northeast Lincolnshire), NCSCB (Nottingham City), NSCP 
(Nottinghamshire), DSCB (Derbyshire): Statutory Child Protection Procedures; Regional Safeguarding Guidance; Local 
Area Specific Safeguarding Information and Procedures. 
With respect to the Local Area Specific Safeguarding Information and Procedures, please choose use the link in the 
Key Local Authority Key Personnel page, of this document. 
 

12.3 Child protection referrals (Refer to KCSIE 2025). 
Staff working with children are advised to maintain an attitude of ‘it could happen here’ where safeguarding is 
concerned. When concerned about the welfare of a child, staff should always act in the best interests of the child.  
 
When staff have any concerns about a child’s welfare, they should act on them immediately. See appendix 3 for a 
flow chart setting out the process for staff when they have concerns about a child. 
 
Any safeguarding disclosure reported by a child to school, will automatically be referred to social care and recorded 
on CPOMs.   
1) Ensure that the information is recorded on CPOMs and the DSL is alerted. 
2) Referral to be made immediately to social care with dates and times. 
3) Evidence of all phone calls (including those to parents, social care or advice lines), emails or other information 

factually recorded. 
4) Outcomes of any decisions regarding the referral recorded. 

                                                        
5 Proactive whole school student safeguarding : STEER 
6 Working together to safeguard children - GOV.UK (www.gov.uk) 

https://steer.education/safeguarding/
https://www.gov.uk/government/publications/working-together-to-safeguard-children--2
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12.4 How to record on CPOMs using the following guidelines. 
 

✅ DO ❌ DON’T 

Always use full names (e.g. Robert dalla Spina, not 
RdS). 

Do not use initials  

Always write in the first person (e.g. I contacted social 
care at… They advised me to…). 

Do not use the third person or detached language. 

Always record accurately where and when the 
incident took place (e.g. Classroom 1, 13:24). 

Do not add unnecessary contextual detail (e.g. After 
break time before they had their milk but before I took 
my coat off…). 

Ensure referrals follow correct procedure: the DSL 
makes the initial phone referral, then sends the Multi-
Agency Safeguarding referral form via email 
immediately afterwards. 

Do not assume only the DSL can make a referral – if 
necessary, any staff member can and should make one. 

Inform the child and parents (if safe to do so) that a 
referral is being made. 

Do not inform the child or parents if it would increase 
the risk to the child. 

If after a referral the situation doesn’t improve, press 
for re-consideration with social care or the Local 
Authority Designated Officer. 

Do not stop from following up your referral if you 
believe the child’s situation is not improving. 

Make an immediate referral to social care and/or the 
police if a child is in danger or at risk of harm. 

Do not delay referrals in urgent situations – anyone can 
refer to the police or Social Care immediately. 

If a referral is made by someone other than the DSL, 
inform the DSL as soon as possible. 

Fail to inform the DSL.  

Use factual, neutral language only. 
Do not use emotive language (e.g. I was terrified about 
upsetting the parents…). 

Record only facts and observations. 
Do not include personal opinions (e.g. The child 
appeared fine…). 

 

12.5 Alternative Provision 
Please refer to OLoL Alternative Education Pathways Policy 
When our school places a child with an Alternative Provision (AP) provider, we retain full responsibility for the 
safeguarding and welfare of that child.  
 
Monitoring of safeguarding, attendance, and welfare at AP placements takes place at least half-termly, or more 
frequently where risk or need requires. This includes direct contact with the child and communication with the AP 
provider to ensure safeguarding standards are upheld. 
 
We ensure that: 
• The placement is appropriate and meets the individual needs of the child. 
• Safeguarding arrangements at the AP provider are robust, including safer recruitment, child protection policies, 

and access to a trained Designated Safeguarding Lead. 
• There is ongoing monitoring of the child’s attendance, engagement, progress, and well-being. 
• A named member of school staff maintains regular contact with the child and the AP setting. 
• Half-termly checks or visits are undertaken to ensure welfare, progress, attendance, and safeguarding 

arrangements. 
• Monitoring will include checking CPOMs entries, welfare logs, attendance, behaviour reports, and communication 

with the provider and child. 
 
Our school follows the statutory guidance: 
• Alternative provision (DfE) – Alternative provision - GOV.UK 
• Education for children with health needs who cannot attend school – Education for children with health needs 

who cannot attend school - GOV.UK 
 

https://www.gov.uk/government/publications/alternative-provision
https://www.gov.uk/government/publications/education-for-children-with-health-needs-who-cannot-attend-school
https://www.gov.uk/government/publications/education-for-children-with-health-needs-who-cannot-attend-school
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These responsibilities are reflected in our separate Alternative Provision Policy, which ensures that safeguarding 
remains a core priority for all off-site placements. 
 
The Trust recognises that safeguarding responsibilities extend to all pupils placed in Alternative Provision (AP). In line 
with the Alternative Education Pathways Policy, schools should only use Ofsted-registered providers; the use of 
unregistered or non-registered AP will only be considered in exceptional circumstances, on a case-by-case basis, and 
must be approved by the link Director of Performance and Standards (DPS). Where a non-registered provider is used, 
schools must complete all required risk assessments, safeguarding checks, and monitoring processes to ensure that 
pupils remain safe and their welfare is protected at all times. The school retains full responsibility for safeguarding and 
child protection for any pupil in AP, whether provision is registered or unregistered. 
 

12.6 Low Level Concerns About Staff Conduct 
See Appendix 2, to support staff to report a low-level concern. 
1. Allegation against a member of staff (inclusive of EYFS, supply/agency staff and 6th Form) report to the headteacher. 

o Ensure all LADO allegations are discussed with the DPS team first unless the child is at immediate risk of harm 
or if a criminal act has taken place – see the table below. 

2. Allegation against the headteacher report to James McGeachie CEO. 
3. Anyone can report any concern to their LADO. 
4. When school receives an allegation relating to an incident where an individual or organisation was using your 

school premises for running an activity for children, you should report it to the Head Teacher and inform the local 
authority designated officer (LADO) (Paragraph 384 KCSIE) 

 
A low-level concern is any concern – no matter how small – that an adult working in or on behalf of the school may 
have acted in a way that: 

• Is inconsistent with the staff code of conduct, including inappropriate conduct outside of work; 

• Does not meet the threshold for harm or risk of harm to a child; 

• Nevertheless, raises concern about a staff member’s behaviour, integrity, or judgement. 
 
Actions by adults in your workplace that might make you have doubts or feel uncomfortable: 

• A staff member’s interactions with children of any age. 

• The way a staff member behaves towards a parent. 

• The way a staff member reacts to you or another staff member. 

• Being over-friendly with students 

• Showing favouritism 

• Spending time alone with a child in a secluded area or behind a door 

• Using inappropriate or intimidating language 

• Ridiculing a child in front of others 

• Displaying aggression towards certain children. 
 
Purpose 

• The purpose of having a robust low-level concerns process is to: 

• Foster a culture of openness, trust and transparency; 

• Encourage staff to share concerns no matter how small; 

• Address issues early before they potentially escalate; 

• Ensure behaviour is consistent with the school's safeguarding ethos and the Teachers' Standards. 
 
Remember: reporting concerns keeps children and colleagues safe. 
 
Reporting a Low-Level Concern (See Appendix 2). 

• All staff have a responsibility to report low-level concerns. Concerns about a member of staff will be: 
o Shared with the Headteacher via reporting concerns, either in person or through this link, 

https://tinyurl.com/4vur2e65. 
▪ Staff will report this using their work email address or in person to the headteacher. 
▪ Any records that are sent without the correct email; will be received by the Trust safeguarding lead. 

o Treated with sensitivity, objectivity, and confidentiality. 

https://tinyurl.com/4vur2e65


16 
 

• If in doubt about whether behaviour meets the “low-level” threshold, staff should still report it. 

• Concerns regarding the headteacher will be reported directly to James McGeachie (CEO) 
j.mcgeachie@ololcatholicmat.co.uk  

 
Record Keeping and Oversight 

• All low-level concerns will be recorded and stored securely by the Headteacher. 

• Records will include the nature of the concern, context, actions taken, and rationale. 

• Records will be reviewed periodically to identify patterns or repeat concerns about individuals. 

• If a pattern of low-level concerns emerges, this may trigger disciplinary procedures or a referral to the LADO. 
 

13.7 The Local Authority Designated Officer (LADO) Allegations Against Staff 
When you are concerned that an adult working with children may have harmed a child or placed a child at risk of harm, 
please refer to the managing allegations against staff protocol. This provides details about when to contact the LADO.  
 
Anyone can contact the Local Authority Designated Officer (LADO) directly if they have concerns about an adult 
working with children. In line with Keeping Children Safe in Education (KCSIE), staff are reminded that they do not 
need to wait for permission or follow internal processes before making a referral if they believe a child is at risk of 
harm. 
 

13.8 Child at Risk of Harm 
While the Safeguarding Team and the Directors of Performance and Standards (DPS) Team are available to support 
and advise you, all staff must take immediate action if they suspect that an adult has harmed, or may have harmed, 
a child or placed a child at risk of harm. In such cases, concerns must be reported without delay to the Headteacher 
or directly to the Local Authority Designated Officer (LADO) in accordance with the school’s safeguarding procedures 
and Part 4 of Keeping Children Safe in Education (2025). 
 

Report any cases of immediate risk to the police 

Report the risk to Social Care 

Contact the LADO 

Finally contact HR and Steve Akers (Safeguarding Manager) 

 
 

CEO James McGeachie j.mcgeachie@ololcatholicmat.co.uk 

DCEO Moira Dales m.dales@ololcatholicmat.co.uk 

HR Gemma Tovey g.tovey@ololcatholicmat.co.uk 

DPS Robert della-Spina robert.della-spina@OLOLCATHOLICMAT.co.uk 

DPS Deborah Tibble d.tibble@OLOLCATHOLICMAT.co.uk 

DPS Tracy Lane t.lane@OLOLCATHOLICMAT.co.uk 

DPS Lisa Floate l.floate@OLOLCATHOLICMAT.co.uk 

Safeguarding Manager Steve Akers s.akers@OLOLCATHOLICMAT.co.uk 

 

13.9 Whistleblowing and Safeguarding Concerns 
Our school is committed to creating an open culture where staff feel confident to raise concerns about poor or unsafe 
safeguarding practices, in line with the Whistleblowing Policy and paragraph 74 of KCSIE 2025. Staff are encouraged 
to raise concerns internally with the senior leadership team or the designated safeguarding lead.  
 
Where concerns cannot be raised internally or have not been adequately addressed, staff can contact the NSPCC 
Whistleblowing Advice Line for confidential support. This independent helpline is available for professionals who do 
not feel able to raise safeguarding concerns through their organisation. Staff can call 0800 028 0285 or email 
help@nspcc.org.uk. This service reinforces the school’s commitment to transparency, accountability, and the highest 
safeguarding standards. 
 
Our Lady of Lourds Whistleblowing policy is located: 
Whistleblowing Policy - July 2023.docx 

mailto:j.mcgeachie@ololcatholicmat.co.uk
mailto:help@nspcc.org.uk
https://ololcmat.sharepoint.com/:w:/r/sites/CGPortal/_layouts/15/Doc.aspx?sourcedoc=%7B2D1AD733-C9F8-4DD4-ABD4-BFD43BA0DECB%7D&file=Whistleblowing%20Policy%20-%20July%202023.docx&action=default&mobileredirect=true
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13.10 Professional Disagreement and Escalation 
In line with Keeping Children Safe in Education (KCSIE) 2025, staff have a professional duty to raise concerns and 
challenge safeguarding decisions when they believe a child may be at risk or where there is disagreement over how 
best to protect a child. Constructive professional challenge is an essential part of effective multi-agency working and 
safeguarding culture. 
 
All staff must feel confident to escalate concerns internally and externally, using the school's safeguarding escalation 
procedures. This includes: 
• Raising concerns directly with the Designated Safeguarding Lead (DSL) or senior leadership team. 
• Using the Trust’s whistleblowing policy. 
• Contacting children’s social care directly if staff believe appropriate action is not being taken. 
 
No staff member should be discouraged from speaking up due to hierarchy, role, or fear of repercussions. The child’s 
safety must always come first. 
 
13.11 Escalating Concerns Beyond the School 
Where the school, including the DSL and Headteacher, disagrees with the response or decision of an external agency 
(e.g. children’s social care), professional challenge and escalation must continue until there is confidence that the child 
is safe. This includes situations where the school believes a referral has been wrongly declined, or that the child’s 
needs are not being appropriately assessed or met. 
 
In such cases, the school should: 
• Follow the local safeguarding partnership’s escalation protocol. 
• Keep a clear written record of all discussions, decisions, and attempts to escalate. 
• Inform the Trust Safeguarding Lead where appropriate. 
• Seek advice from the Local Authority Designated Officer (LADO) or safeguarding hub if concerns persist. 
 
All decisions must prioritise the welfare of the child. Disagreement with external agencies should never delay urgent 
safeguarding action. 
 

13 The 4 categories of abuse (KCSIE 2025, Par 24 - 28) 
14.1 Abuse (KCSIE 2025, Par 24) 
Abuse is maltreatment of a child by adults or other children, through action or inaction. Issues often overlap. Staff will 
be alert to indicators such as drug or alcohol misuse, persistent or unexplained absence, serious violence (incl. county 
lines), radicalisation, and sharing of nude or semi-nude images and or videos. 
 

14.2 Physical abuse: (KCSIE 2025, Par 25) 
Acts causing physical harm, e.g. hitting, shaking, throwing, poisoning, burning and or scalding, drowning, suffocating, 
or fabricating inducing illness. 
 

14.3 Emotional abuse: (KCSIE 2025, Par 26)   
Persistent emotional maltreatment harming development; may occur alone and is present in all forms of abuse. 
Examples include: 
• Making a child feel worthless and unloved, mocking or silencing their views. 
• Age or developmentally inappropriate expectations, overprotection, or limiting social interaction. 
• Seeing or hearing ill-treatment of others. 
• Serious bullying (incl. cyberbullying), exploitation or corruption. 
 

14.4 Sexual abuse (KCSIE 2025, Par 27) 
Forcing and or enticing a child to take part in sexual activities. Includes: 
• Contact through penetration (e.g. rape, oral sex) and non-penetrative acts (e.g. masturbation, kissing, rubbing, 

touching over clothing). 
• Non-contact by viewing and or producing sexual images, watching sexual activities, encouraging sexualised 

behaviour, grooming (incl. online). 
• Perpetrators can be adults or children, of any gender. 
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14.5 Neglect: (KCSIE 2025, Par 28) 
Persistent failure to meet basic physical and psychological needs, likely to seriously impair health and development; 
may begin prenatally (maternal substance misuse).  
Can include: 
• Inadequate food, clothing, shelter (incl. exclusion and or abandonment). 
• Failure to protect from physical and or emotional harm or danger. 
• Inadequate supervision (incl. unsuitable caregivers). 
• Failure to ensure medical care and or treatment. 
• Neglect of basic emotional needs. 
 

14 Child on Child Abuse:  
(KCSIE 2025, Par 11, 13, 29, 30 - 33, 98, 453 (sexual violence and sexual harassment)) 
 

• All staff will recognise that children are capable of abusing their peers (including online).  

• All staff will are clear about our school’s policy and procedures with regard to child-on-child abuse. 
 
It is essential that all victims are reassured that they are being taken seriously, regardless of how long it has taken 
them to come forward, and that they will be supported and kept safe. Abuse that occurs online or outside of the school 
or college should not be downplayed and should be treated equally seriously. A victim should never be given the 
impression that they are creating a problem by reporting sexual violence or sexual harassment. Nor should a victim 
ever be made to feel ashamed for making a report. It is important to explain that the law is in place to protect children 
and young people rather than criminalise them, and this should be explained in such a way that avoids alarming or 
distressing them. 
 
Governing bodies and proprietors will ensure that these systems are in place: 

• Procedures to minimise the risk of child-on-child abuse. 

• The systems in place (and they will be well promoted, easily understood and easily accessible) for children to 
confidently report abuse, knowing their concerns will be treated seriously. 

• How allegations of child-on-child abuse will be recorded, investigated and dealt with. 

• Clear processes as to how victims, perpetrators and any other children affected by child-on-child abuse will be 
supported. 

• a recognition that even if there are no reported cases of child-on-child abuse, such abuse may still be taking place 
and is simply not being reported; 

• staff will challenge inappropriate or harmful language or behaviour including misogynistic and dismissive attitudes 
such as ‘just banter’ or ‘boys being boys,’ as these may contribute to a culture that normalises abuse; 

• whilst any report of sexual violence or sexual harassment will be taken seriously, staff are aware it is more likely 
girls will be the victims of sexual violence and sexual harassment and more likely it will be perpetrated by boys. 
Children with disabilities are also three times more likely to be abused than their peers, but that all child-on-child 
abuse is unacceptable and will be taken seriously; and: 
o The different forms child on child abuse can take, such as: 

− Bullying (including cyberbullying, prejudice-based and discriminatory bullying). 

− Abuse in intimate personal relationships between peers; 

− Physical abuse which can include hitting, kicking, shaking, biting, hair pulling, or otherwise causing physical 
harm; 

− Sexual violence and sexual harassment. Part five of KCSIE 2025 guidance and Sexual violence and sexual 
harassment between children in schools and colleges sets out how schools and colleges will respond to 
reports of sexual violence and sexual harassment; 

− Consensual and non-consensual sharing of nudes and semi-nude images and/or videos36 (sometimes 
referred to as youth-produced sexual imagery) the policy will include the school or college’s approach to 
it. The Department provides Searching Screening and Confiscation Advice for schools. The UKCIS Education 
Group has published Sharing nudes and semi-nudes: advice for education settings working with children 
and young people which outlines how to respond to an incident of nudes and semi-nudes being shared; 

− Causing someone to engage in sexual activity without consent, such as forcing someone to strip, touch 
themselves sexually, or to engage in sexual activity with a third party 

https://www.gov.uk/government/publications/sexual-violence-and-sexual-harassment-between-children-in-schools-and-colleges
https://www.gov.uk/government/publications/sexual-violence-and-sexual-harassment-between-children-in-schools-and-colleges
https://www.gov.uk/government/publications/searching-screening-and-confiscation
https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
https://www.gov.uk/government/publications/sharing-nudes-and-semi-nudes-advice-for-education-settings-working-with-children-and-young-people
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− Upskirting (which is a criminal offence7), which typically involves taking a picture under a person’s clothing 
without their permission, with the intention of viewing their genitals or buttocks to obtain sexual 
gratification, or cause the victim humiliation, distress, or alarm; and 

− Initiation/hazing-type violence and rituals (including activities involving harassment, abuse, or humiliation 
used to initiate children into groups, including online environments). 

 

15.1 Reporting Systems for our Children 
Where there is a safeguarding concern, we will take the child’s wishes and feelings into account when determining 
what action to take and what services to provide.  
We recognise the importance of ensuring children feel safe and comfortable to come forward and report any concerns 
and/or allegations. 
 
To achieve this, we will: 

• Each school has systems in place for children to confidently report abuse 

• Ensure our reporting systems are well promoted, easily understood and easily accessible for children  

• Make it clear to children that their concerns will be taken seriously, and that they can safely express their views 
and give feedback  

 
To ensure that children feel comfortable to report concerns: 

• Each school has reporting systems for children, all children know they can talk to any trusted adult in school to 
report anything that makes them feel unsafe, uncomfortable or safeguarding related. 

• All schools make children aware of the reporting systems and processes, through discussion in their 
relationships/sex education curriculum 

• children feel safe raising concerns, as all schools provide reassurance and support after any disclosures. 
 

15.2 Allegations of Abuse Made Against Other Children 
We recognise that children are capable of abusing other children.  Abuse will never be tolerated or passed off as 
“banter”, “just having a laugh” or “part of growing up” as this can lead to a culture of unacceptable behaviours and an 
unsafe environment for children.  
 
We also recognise the gendered nature of child-on-child abuse. However, all child-on-child abuse is unacceptable and 
will be taken seriously.  
 
Most cases of children hurting other children will be dealt with under our school’s behaviour policy, but this child 
protection and safeguarding policy will apply to any allegations that raise safeguarding concerns. This might include 
where the alleged behaviour:  

• Is serious, and potentially a criminal offence 

• Could put children in the school at risk 

• Is violent 

• Involves children being forced to use drugs or alcohol  

• Involves sexual exploitation, sexual abuse or sexual harassment, such as indecent exposure, sexual assault, 
upskirting or sexually inappropriate pictures or videos (including the sharing of nudes or semi-nudes). 

 
The law changed in February 2023: any form of marriage for someone under 18 is illegal, even where violence, 
threats or another form of coercion are not used. 
 

15.3 Sharing of nudes and semi-nudes  
(‘sometimes referred to as youth-produced sexual imagery’).  
Please refer to our online safety policy. Our approach is based on guidance from the UK Council for Child Internet 
Safety (https://www.gov.uk/government/organisations/uk-council-for-internet-safety)  
 
 

                                                        
7 Voyeurism (Offences) Act 2019 (legislation.gov.uk) 

https://www.gov.uk/government/organisations/uk-council-for-internet-safety
https://www.legislation.gov.uk/ukpga/2019/2/contents/enacted
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15.4 Procedures for Dealing with Allegations of Child-On-Child Abuse 
• When a child makes an allegation of abuse against another child: 

You must record the allegation on CPOMs and tell the DSL, but do not investigate it. 

• The DSL will contact the local authority children’s social care team and follow its advice, as well as the police when 
the allegation involves a potential criminal offence. 

• Our school will refer to local interagency arrangements. 
 

15.5 Minimising the Risk of Child-On-Child Abuse 
We recognise the importance of taking proactive action to minimise the risk of child-on- child abuse, and of creating 
a supportive environment where victims feel confident in reporting incidents.  
To achieve this, we will:  

• Challenge any form of derogatory or sexualised language or inappropriate behaviour between children, including 
requesting or sending sexual images  

• Be vigilant to issues that particularly affect different genders – for example, sexualised or aggressive touching or 
grabbing towards female children, and initiation or hazing type violence that might impact, more typically, on boys 

• Ensure our curriculum helps to educate children about appropriate behaviour and consent  

• Ensure children are able to easily and confidently report abuse  

• Ensure staff reassure victims that they are being taken seriously.  
 

15.6 Staff Continued Professional Development (CPD) 
We ensure staff are trained to understand: 

• How to recognise the indicators and signs of child-on-child abuse, and know how to identify it and respond to 
reports  

• That even if there are no reports of child-on-child abuse in school, it does not mean it is not happening – staff 
should maintain an attitude of “it could happen here”  

• That when they have any concerns about a child’s welfare, they should act on them immediately rather than wait 
to be told, and that victims may not always make a direct report 

• That certain children may face additional barriers to telling someone because of their vulnerability, disability, 
gender, ethnicity and/or sexual orientation  

• That a child harming a child could be a sign that the child is being abused themselves, and that this would fall 
under the scope of this policy  

• The important role they have to play in preventing child-on-child abuse and responding where they believe a child 
may be at risk from it  

• That they should speak to the DSL when they have any concerns. 
 

15.7 Creating a Supportive Environment in School For All 
• At school we recognise that children and young people who identify as lesbian, gay, bisexual, or are questioning 

their gender identity may face unique challenges and vulnerabilities. It is important to understand that being 
lesbian, gay, or bisexual is not an inherent risk factor for harm. However, these children can sometimes be targeted 
by their peers, making them vulnerable to bullying and discrimination. Additionally, children who are perceived 
by others to be lesbian, gay, or bisexual, regardless of their actual sexual orientation, can also be at risk. 

• For gender questioning children, we acknowledge the complexities and unknowns associated with social 
transition. The Cass review highlights the necessity for caution, as these children may have broader vulnerabilities, 
including complex mental health and psychosocial needs, and possibly additional diagnoses such as autism 
spectrum disorder and/or attention deficit hyperactivity disorder. Families and carers are encouraged to seek 
clinical help and advice when making decisions about support for gender questioning children. Early intervention 
by clinical professionals with relevant experience is crucial, especially for pre-pubertal children. 

• In our approach to supporting gender questioning children, we take into account the broad range of their 
individual needs. This involves collaborating closely with the child's parents or carers, except in rare cases where 
involving parents might pose a significant risk of harm. We also consider any available clinical advice and strive to 
address wider vulnerabilities, including the risk of bullying. Our actions are guided by the latest Guidance for 
Schools and Colleges in relation to Gender Questioning Children. 

• We understand the importance of creating a safe and supportive environment where all children, including those 
who are lesbian, gay, bisexual, or gender questioning, feel valued and able to speak openly. Staff at our school are 
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committed to reducing barriers and fostering a culture of trust, ensuring that every child has access to trusted 
adults with whom they can share their concerns. 

• By implementing these practices, we aim to provide a safe, inclusive, and supportive environment for all students, 
respecting their individual identities and promoting their well-being. 

 

16 Filtering, Monitoring and online safety. 
We will ensure that suitable internet filtering and monitoring is in place and equip our children to stay safe online at 
school and at home.  
 
Our schools meets the digital and technology standards, the Department for Education published Filtering and 
Monitoring Standards revised in March 2025. 
 

16.1 We Do This By: 
 

Filtering and monitoring system: How this meets the monitoring standards: 

Our named person for the responsibility in managing 
our filtering and monitoring systems. 

DSL: Lisa Gleed-Thornley 
Oversees: 

• Filtering and monitoring reports 

• Safeguarding concerns 

• Checks to filtering and monitoring systems 

We review your filtering and monitoring provision. 
Dates for review: September 2025 and 2026 
Termly meeting with IT to check filtering. 

Our filtering system blocks harmful and inappropriate 
content, without unreasonably impacting teaching and 
learning.   

We do this by: 

• Our filtering system is a member of Internet Watch 
Foundation (IWF) 

• They are signed up to Counter-Terrorism Internet 
Referral Unit list (CTIRU) 

• They block access to illegal content including child sexual 
abuse material (CSAM)  
All Staff will report when: 

• they witness or suspect unsuitable material has been 
accessed 

• they can access unsuitable material 

• they are teaching topics which could create unusual 
activity on the filtering logs 

• there is failure in the software or abuse of the system 

• there are perceived unreasonable restrictions that affect 
teaching and learning or administrative tasks 

• they notice abbreviations or misspellings that allow 
access to restricted material 

Our school’s monitoring strategies meet our 
safeguarding needs. 

We do this by: 

• The monitoring system reviews user activity on school 
and college devices effectively. 

• This allows us to take prompt action; and the response 
recorded on CPOMs. 

 
 
 
 
 
 
 
 

https://www.gov.uk/guidance/meeting-digital-and-technology-standards-in-schools-and-colleges/filtering-and-monitoring-standards-for-schools-and-colleges
https://www.gov.uk/guidance/meeting-digital-and-technology-standards-in-schools-and-colleges/filtering-and-monitoring-standards-for-schools-and-colleges
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16.2 Online Safety and The Use of Mobile Technology 
We recognise the importance of safeguarding children from potentially harmful and inappropriate online material, 
and we understand that technology is a significant component in many safeguarding and wellbeing issues. 
To address this, all our schools: 

• Have robust processes (including filtering and monitoring systems) in place to ensure the online safety of children, 
staff, volunteers and governors 

• All staff understand the school’s filtering and monitoring arrangements and know their role in ensuring online 
safety.  
• This includes recognising how inappropriate content, harmful websites, and online grooming may present risks 

to children.  
• Staff know how concerns are identified, who is responsible for monitoring systems, and how to escalate issues. 

• Protect and educate the whole school community in its safe and responsible use of technology, including mobile 
and smart technology (which we refer to as ‘mobile phones’) 

• Set clear guidelines for the use of mobile phones for the whole school community 

• Establish clear mechanisms to identify, intervene in and escalate any incidents or concerns, where appropriate 
 
The 4 key categories of risk 
Our approach to online safety is based on addressing the following categories of risk: 

• Content – being exposed to illegal, inappropriate or harmful content, such as pornography, fake news, racism, 
misogyny, self-harm, suicide, antisemitism, radicalisation and extremism 

• Contact – being subjected to harmful online interaction with other users, such as peer-to-peer pressure, 
commercial advertising and adults posing as children or young adults with the intention to groom or exploit them 
for sexual, criminal, financial or other purposes 

• Conduct – personal online behaviour that increases the likelihood of, or causes, harm, such as making, sending 
and receiving explicit images (e.g. consensual and non-consensual sharing of nudes and semi-nudes and/or 
pornography), sharing other explicit images and online bullying; and  

• Commerce – risks such as online gambling, inappropriate advertising, phishing and/or financial scams 
 
To meet our aims and address the risks above, we will: 

• Educate children about online safety as part of our curriculum.  For example: 
o The safe use of social media, the internet and technology. 
o Keeping personal information private. 
o How to recognise unacceptable behaviour online. 
o How to report any incidents of cyber-bullying, ensuring children are encouraged to do so, including where 

they’re a witness rather than a victim. 

• Train staff, as part of their induction, on safe internet use and online safeguarding issues including cyber-bullying, 
the risks of online radicalisation, and the expectations, roles and responsibilities around filtering and monitoring. 
All staff members will receive refresher training, through flick, as required and at least once each academic year. 

• Educate parents/carers about online safety via our website, communications sent directly to them and during 
parents’ evenings. We will also share clear procedures with them, so they know how to raise concerns about online 
safety. 

• Make sure staff are aware of any restrictions placed on them with regards to the use of their mobile phone and 
cameras, for example that: 
o Staff are allowed to bring their personal phones to school for their own use, but will limit such use to non-

contact time when children are not present.  
o Staff will not take pictures or recordings of children on their personal phones or cameras 

• Make all children, parents/carers, staff, volunteers and governors aware that they are expected to sign an 
agreement regarding the acceptable use of the internet in school, use of the school’s ICT systems and use of their 
mobile and smart technology. 

• Explain the sanctions we will use if a child is in breach of our policies on the acceptable use of the internet and 
mobile phones.  

• Make sure all staff, children and parents/carers are aware that staff have the power to search children phones, as 
set out in the DfE’s guidance on searching, screening and confiscation8 and OLoL Searching and Confiscation policy. 

                                                        
8 Searching, screening and confiscation in schools - GOV.UK (www.gov.uk) 

https://www.gov.uk/government/publications/searching-screening-and-confiscation
https://www.gov.uk/government/publications/searching-screening-and-confiscation
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• Put in place robust filtering and monitoring systems to limit children’s exposure to the 4 key categories of risk 
(described above) from the school’s IT systems.  

• Carry out an annual review of our approach to online safety, supported by an annual risk assessment that considers 
and reflects the risks faced by our school community. 

• Provide regular safeguarding and children protection updates including online safety to all staff, at least annually, 
in order to continue to provide them with the relevant skills and knowledge to safeguard effectively. 

• Review the child protection and safeguarding policy, including online safety, annually and ensure the procedures 
and implementation are updated and reviewed regularly. 

 

16.3 Artificial Intelligence (AI) and Safeguarding 
Please refer to Our Lady of Lourdes Catholic Multi Academy Trust AI Charter. 
 
Our school is committed to ensuring that the use of Artificial Intelligence (AI) within education is safe, ethical, and 
aligned with safeguarding standards. In line with the Our Lady of Lourdes Catholic Multi Academy Trust AI Charter, all 
AI tools must be used with human oversight, transparency, and accountability. The AI Charter is underpinned by four 
key pillars: ethical use and integrity, privacy and protection, inclusion and innovation, and workload reduction with 
efficiency.  
 
Safeguarding remains central to all AI usage, no personal or identifiable data will be entered into AI platforms, and all 
tools must have a completed Data Protection Impact Assessment (DPIA). Staff are trained to apply professional 
judgment, mitigate bias, and ensure that AI-generated outputs do not compromise child protection or data security. 
AI is used to support teaching and leadership, not replace human decision-making, and its implementation will be 
regularly reviewed to ensure alignment with safeguarding responsibilities and the Trust’s values of compassion, 
service, and integrity. 
 

17 Female Genital Mutilation (FGM) 
Section 5B (11) of the Female Genital Mutilation Act 2003, as inserted by section 74 of the Serious Crime Act 2015, 
places a statutory duty on teachers to report to the police where they discover that female genital mutilation (FGM) 
appears to have been carried out on a girl under 18. This individual responsibility must not be delegated. 
 

18 Prevent Duty 
We protect children from the risk of radicalisation, as part of our wider safeguarding duties and duty to promote the 
spiritual, moral, social and cultural development of children. 
 
If a member of staff suspects that a child is at risk of radicalisation, they will and must report this to the DSL. The DSL 
will assess the concern and decide whether a referral to the local Prevent team or Channel programme is required.  
 
If concerns escalate or persist, the DSL will consider re-referral or multi-agency escalation.  
Referral to the Prevent team or Channel programme is not a sanction or punitive measure. It is a supportive, 
safeguarding intervention designed to provide early help and protect individuals from being drawn into terrorism. 
Engagement with Channel is voluntary, confidential, and does not result in a criminal record or entry into the criminal 
justice system. 
 
Anyone can seek advice by contacting the national Prevent helpline (0800 011 3764). 
 
See appendix 6 for links to the risk assessment templates 
 
The objectives of Prevent are to: 

• Tackle the ideological causes of terrorism. 

• Intervene early to support people susceptible to radicalisation. 

• Enable people who have already engaged in terrorism to disengage and rehabilitate. 
 
To do this, our schools and central team staff will: 

• Have due regard to the need to prevent people being drawn into terrorism. 

• Promote the fundamental British values of democracy, the rule of law, individual liberty, and mutual respect and 
tolerance of different faiths and beliefs in our curriculum.  
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• Our schools and offices are a safe space for all children and staff to discuss sensitive topics, including terrorism 
and extremism. 

• Our staff 'create a culture' where children can speak out or share any concerns with and member of staff. 

• Our CMAT has robust safeguarding procedures to identify children at risk and all staff will follow safeguarding 
procedures in this policy to report a concern. 

• Our schools will assess the risks of children being drawn into terrorism – (the DfE has published guidance on 
conducting Prevent risk assessments, as well as templates.9) 

• Where it is needed our schools will engage with their LA's risk assessment to determine the potential risk of 
individuals being drawn into terrorism in their local area. 

• Our trust has measures in place to protect children from harmful online content, including appropriate filtering 
and monitoring systems. 

• All staff receive training to help them identify children at risk, challenge extremist ideas, and know how to act 
when they have a concern. 

 
OLoL CMAT and all academies will: 

• Follow the protocol for external speakers (appendix 4). 

• Political impartiality and not undermining FBV10. 

• Understanding and identifying risk within each setting. 
 
All staff will look out for concerning changes in behaviour and report them to the designated safeguarding lead 
(DSL). 
 

18.1 Educate Against Hate 
There is no single way of identifying an individual who is likely to be susceptible to an extremist ideology. Radicalisation 
can occur quickly or over a long period.  
Staff will be alert to changes in children’s behaviour. Educate Against Hate provides useful resources to identify 
indicators of possible radicalisation. https://www.educateagainsthate.com 
 

19Preventing radicalisation: 
19.1 Radicalisation 
Radicalisation refers to the process by which a person comes to support terrorism and extremist ideologies associated 
with terrorist groups.  
 
When you believe someone is in danger of being exploited or becoming radicalised, use your organisation's own 
safeguarding and duty of care procedures in the first instance to raise your concerns. Channel can then become 
involved when necessary.  
 
Anyone can call the national police Prevent advice line on 0800 011 376411 , in confidence, to share your concerns with 
specially trained officers. The advice line is open 9am to 5pm every day (See the below link for guidance about when 
to call the police).12 
 
You can also contact the Prevent team by emailing: 
Lincolnshire Refer someone to the Prevent Team | Lincolnshire Police (lincs.police.uk) 

 
When you are concerned about someone outside your local area, for example, a student who doesn't live in your 
county, you can still call the number above for advice. 
 

19.2 Extremism 
Extremism is vocal or active opposition to fundamental British values, such as democracy, the rule of law, individual 
liberty, and mutual respect and tolerance of different faiths and beliefs. This also includes calling for the death of 
members of the armed forces.  

                                                        
9 Prevent duty: risk assessment templates - GOV.UK (www.gov.uk) 
10 Political impartiality in schools - GOV.UK 
11 ACT Early | Prevent radicalisation 
12 CYP-schools-guide.pdf 

https://www.gov.uk/government/publications/prevent-duty-risk-assessment-templates
https://www.educateagainsthate.com/
https://www.lincs.police.uk/advice/advice-and-information/t/prevent/prevent/beta/prevent-team-referral/
https://www.gov.uk/government/publications/prevent-duty-risk-assessment-templates
https://www.gov.uk/government/publications/political-impartiality-in-schools/political-impartiality-in-schools#:~:text=Where%20partisan%20political%20views%20%E2%80%93%20or,legal%20duties%20on%20political%20impartiality
https://actearly.uk/
https://www.safe4me.co.uk/wp-content/uploads/2020/02/CYP-schools-guide.pdf
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19.3 Misinformation, Disinformation, and Conspiracy Content Online 
As part of our online safety and safeguarding curriculum, children are taught to recognise and critically assess 
misinformation, disinformation, and conspiracy content. In line with KCSIE 2025, we are committed to building digital 
resilience, helping children question the reliability of online information, and understand how false or manipulated 
narratives can pose risks to their wellbeing, safety, or beliefs. This work supports our duties under the Prevent strategy 
and contributes to children’s ability to navigate the digital world safely and responsibly. 
 

19.4 Terrorism 
Terrorism is an action that: endangers or causes serious violence to a person/people; causes serious damage to 
property; or seriously interferes or disrupts an electronic system.  
 
The use or threat of terrorism is designed to influence the government or to intimidate the public and is made for the 
purpose of advancing a political, religious or ideological cause. 
  
We have a duty to prevent children from being drawn into terrorism. The DSL will undertake Prevent awareness 
training and make sure that staff have access to appropriate training to equip them to identify children at risk.  
We will assess the risk of children in our school being drawn into terrorism. This assessment will be based on an 
understanding of the potential risk in our local area, in collaboration with our local safeguarding partners and local 
police force. 
 

19.5 Martyn’s Law and Protective Security Procedures 
In line with the proposed Terrorism (Protection of Premises) Bill, known as Martyn’s Law, and in accordance with 
KCSIE 2025, our school is committed to ensuring that all appropriate and proportionate protective security measures 
are in place to safeguard children, staff, and visitors in the event of a major incident or terrorist threat. 
 
As part of our wider approach to site safety and emergency preparedness, the school has developed clear procedures 
for: 
• Lockdown – securing the site to prevent or restrict the access of an intruder or attacker. 
• Evacuation – safely removing individuals from the premises to an external place of safety. 
• Invacuation – moving people into the building or to secure internal areas in response to an external threat. 
• Communication – providing clear and timely alerts to staff, children, and visitors during an emergency. 
 
These procedures are outlined in the school’s Emergency Action Plan and are supported by staff training, visual 
guidance in key areas, and regular practice drills. 
 
Our aim is to ensure that all individuals on site know how to respond swiftly and safely to any serious threat, and that 
we remain vigilant, prepared, and compliant with both statutory safeguarding duties and forthcoming legal 
requirements under Martyn’s Law. 
 

20 Additional Support for Online Abuse 
CEOP works to keep children safe from sexual abuse and grooming online. CEOP are unable to respond to reports 
about bullying, fake accounts or account hacking.  
 
It is important that when you are concerned that a child is being sexually abused or groomed online, (this might be 
from someone they know or someone they have only ever met online), you need to report your concern to our local 
statutory service, including children’s social care and/or the police. CEOP are here to help and advise you and to make 
the child safe.  
 
When you think a child is in immediate danger, please call the police on 999. 
For more information relating to keeping children safe online from sexual exploitation and abuse you can visit 
our CEOP Education website for professionals. 
 
 

https://www.thinkuknow.co.uk/professionals/
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20.1 Homestay / Host Families and Exchange Visits 
In accordance with Annex D of Keeping Children Safe in Education (KCSIE) 2025, where the school arranges for a child 
to be provided with care and accommodation by a host family (whether in the UK or abroad), robust safeguarding 
checks and procedures will be followed. All host families involved in exchange or homestay programmes will be subject 
to appropriate vetting, including Enhanced DBS checks with barred list information for adults in UK host households. 
For international visits, the school will take reasonable steps to ensure the suitability of arrangements, working in 
partnership with overseas providers and families. Clear safeguarding protocols, emergency contact procedures, and 
codes of conduct will be communicated to children, parents, and host families. The designated safeguarding lead (DSL) 
will oversee the planning and risk assessment of such visits to ensure all safeguarding responsibilities are met in line 
with KCSIE guidance and the Trust’s safeguarding policies. 
 
20.2 Linked policies:  
This overarching safeguarding policy is supplemented with the following policies: 
o Keeping children safe in education 2025 (publishing.service.gov.uk) 

• OLOL Central Policies 
o OLOL Central Safeguarding and Child Protection Policy 
o OLOL Safer Recruitment Policy 
o OLOL Staff Code of Conduct 
o OLOL Managing Allegation Protocol 
o OLOL Low Level Concerns Protocol 
o OLOL Whistleblowing Policy 
o OLOL Attendance Policy 
o OLOL Positive Handling Policy  
o OLOL DSL searching and confiscation Policy 
o OLOL Educational Visits Policy 
o OLOL Equality Policy Statement 
o OLOL Home visit policy and procedures 
o OLOL Intimate Care Policy 
o OLOL IT policy and Acceptable usage Policy 
o OLOL Lettings Policy 
o OLOL Modern Slavery Statement 
o OLOL Online Safety Policy 
o OLOL Restricting access to school site Policy 
o OLOL Safeguarding Statement 
o OLOL SEND Policy 
o OLOL Suspension and Exclusion Policy 
o OLOL Trust home school agreement 
o OLOL Drugs and substance misuse Policy 
o OLOL Alternative Education Pathways 
 

• Local School Policies 
o Prevent Policy and risk assessment, inclusive of filtering and monitoring. 
o Anti-bullying policy 
o Diocesan Relationships and Sex Education policy (and PSHE Curriculum overview) 
o Mental Health and Well-being Policy 
o Behaviour Policy  

 

21 Data Protection Act 2018 and the UK GDPR 
Our Trust board and local governing bodies are aware that among other obligations, the Data Protection Act 2018, 
and the UK General Data Protection Regulation (UK GDPR) place duties on organisations and individuals to process 
personal information fairly and lawfully and to keep the information they hold safe and secure. We use the ICO 
guidance (https://ico.org.uk/for-organisations/employment/)13 which includes information about our obligations and 
how we will comply, including protecting personal information, and providing access to official information. 
 

                                                        
13 This is currently draft guidance – policy will be updated when ICO finalises the new Code 

https://assets.publishing.service.gov.uk/media/6650a1967b792ffff71a83e8/Keeping_children_safe_in_education_2024.pdf
https://ololcmat.sharepoint.com/sites/CGPortal/Policies/Forms/AllItems.aspx
https://ololcmat.sharepoint.com/sites/CGPortal/Policies/Forms/AllItems.aspx
https://ico.org.uk/for-organisations/employment/
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In addition, Data protection in schools - Guidance - GOV.UK (www.gov.uk), helps school staff, governors and trustees 
understand how to comply with data protection law, develop their data policies and processes, know what staff and 
child’s data to keep and follow good practices for preventing personal data breaches. 
 
So that we: 

• Comply with data protection law. 

• Develop data policies and processes. 

• Know what staff and child’s data to keep. 

• Follow good practices for preventing personal data breaches. 
 

22 Safeguarding Resources Available to OLOL Schools: 
• All staff, in each school, use CPOMs as the means of reporting and recording concerns about children. (See below 

under reporting and recording.) 

• On behalf of its schools, the Trust subscribes to a range of services e.g. CPOMS, Flick safeguarding training and 
compliance. 

• Governors use resources from Nottinghamshire Diocese and OLOL CMAT to support safeguarding monitoring visits 
to schools. 

• Trust schools use Teams online portal for the SCR (Single Central Record) and to support our safer recruitment 
processes. 

• Head teachers, DSLs and DDSLs use resources and updates provided in the ‘OLOL Safeguarding’ Teams channel. 

• Schools maintain close links with their local safeguarding partnership and make use of learning events and 
resources. 

 

23 Right Help: Right time – Local Levels of Need Threshold Guidance: 
Nottinghamshire:   Pathway to Provision: Multi-Agency Thresholds Guidance for Nottinghamshire Children's Services 

Nottingham City:   final-version-6-06-06-2023-nottingham-city-threshold-of-needs.pdf  
Lincolnshire:                  Lincolnshire County Council Safeguarding Children Policy 
North Lincolnshire:   CMARS | Early Help (northlincscmars.co.uk) 
North East Lincolnshire: https://www.nelincs.gov.uk/scp/  
Derbyshire:   https://derbyshirescp.trixonline.co.uk/resources/documents-library  
 

23.1 All Staff Will 
All staff will possess a working knowledge of the local levels of need thresholds guidance. Reference to this guidance 
will inform the identification of risk and harm.  
 
All staff will follow the below guidance when working within an Early Years setting.  This includes how mobile phones, 
cameras and other electronic devices with imaging and sharing capabilities are used in the setting (Pg 23, paragraph 
3.6, Early years Foundation stage statutory framework).14 
 
School Devices and phones, including electronic devices with imaging and sharing capabilities: 
• In our school mobile phones or tablets, including electronic devices with imaging and sharing capabilities, must 

only be used by members of staff for work purposes. 
• Our school’s devices will not have any social media or messaging apps on them. 
• The EYFS lead will ensure any apps downloaded onto EYFS devices are age and content appropriate for the children 

or staff using them. 
• Passwords or passcodes for EYFS devices must not be shared or written down and will be changed regularly. 
• Mobile phones and devices belonging to our school will always be used in accordance with the acceptable IT use 

policy and activity may be monitored for safeguarding reasons and to ensure policy compliance. 
• During outings, staff will only use mobile phones belonging to our school wherever possible. 
• Parental permission must be obtained on joining our school for the use of photographs or videos of children and 

consent should be sought every 12 months. 
• Any images or videos of children will be stored securely and deleted when no longer required. 
• EYFS devices must not be taken home with staff and must remain secure at the setting when not in use. 
  

                                                        
14 EYFS statutory framework for group and school based providers (publishing.service.gov.uk) 

https://www.gov.uk/guidance/data-protection-in-schools
https://www.nottinghamshire.gov.uk/media/1731833/pathwaytoprovision.pdf
https://www.nottinghamcity.gov.uk/media/dr5ngdbi/final-version-6-06-06-2023-nottingham-city-threshold-of-needs.pdf
https://lincolnshirechildcare.trixonline.co.uk/chapter/lincolnshire-county-council-safeguarding-children-policy
https://www.northlincscmars.co.uk/early-help/
https://www.nelincs.gov.uk/scp/
https://derbyshirescp.trixonline.co.uk/resources/documents-library
https://assets.publishing.service.gov.uk/media/6596dc9fc23a10000d8d0ba8/EYFS_statutory_framework_for_group_and_school_based_providers.pdf
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 Personal Devices and phones, including electronic devices with imaging and sharing capabilities: 
• Personal mobile phones or tablets, including electronic devices with imaging and sharing capabilities, should be 

either turned off or on silent and not accessed during working hours. 
• Mobile phones or tablets, including electronic devices with imaging and sharing capabilities, can only be used on 

a designated break and this must be away from the children. 
• Mobile phones or tablets, including electronic devices with imaging and sharing capabilities, should be stored 

safely in staff lockers or another designated area at all times during working hours. 
• During outings staff can only use mobile phones belonging to the EYFS unit. 
• Photographs must not be taken of the children on any personal phones or any other personal information storage 

device. Only EYFS-owned devices can be used to take photographs or videos. 
• Staff must not use personal mobile phones to communicate with parents/carers or give out their personal mobile 

numbers or email addresses. 
• Staff who bring personal mobile phones or tablets, including electronic devices with imaging and sharing 

capabilities, into the provision must ensure that there is no inappropriate or illegal content on them. 
• The early years setting is not responsible for the loss, damage or theft of any personal mobile device. 
 

23.2 Outline Levels of Need categories 

• Universal (Level 1) No additional support beyond that which is universally available. 
Early Help (Level 2) Children and young people where some concerns are emerging and who require additional 
support, usually from professionals already involved with them (Threshold to Consider Early Help Assessment EHA). 

• Targeted Early Help (Level 3) Children and young people who are causing significant concern or where concerns 
recur frequently (Threshold to initiate EHA). 

• Specialist) (Level 4) Children and young people who are very vulnerable. (Threshold to refer to Children’s Social 
Care). 

 

23.3 Early Intervention 
It is generally expected that referrals to children’s social care would follow significant input at levels 2 and 3.  
 

23.4  Early Help Offer 
In line with managing internally, our schools may decide that the children involved do not require referral to statutory 
services but may benefit from early help.  
 
Early help is defined as: ‘support for children of all ages that improves a family’s resilience and outcomes or reduces 
the chance of a problem getting worse.’ Providing early help is more effective in promoting the welfare of children 
than reacting later.  
 
Early help can be particularly useful to address non-violent HSB (Harmful sexual behaviour) and may prevent escalation 
of sexual violence. It is particularly important that the designated safeguarding lead (and their deputies) know what 
the local early help process is and how and where to access support. 
 
Working together to safeguard children - GOV.UK (www.gov.uk) 
 
The School’s Early Help Offer is published online and sets out the range of services and assistance that school provides 
for children and families. 
 
All Staff (Governors and Volunteers) working within the school are aware safeguarding is not just about protecting 
children from deliberate harm, neglect, and failure to act.  
 
Early Help is about providing the right help, at the right time, in the right place. Our belief is that children and young 
people are best supported by people they know and trust. 
 
All children and young people may need extra help and support at some point in their lives. We are committed to 
continuing to identify and provide support to children and young people who are at risk of poor health and wellbeing. 
 
Our school will identify who our vulnerable children are, ensuring all staff and volunteers know the processes to secure 
advice, help and support where needed in relation to child developmental needs or Family and environmental factors.  

https://www.gov.uk/government/publications/working-together-to-safeguard-children--2
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When a multi-agency response is required the TAC/ESCO process needs to be initiated to ensure all professionals are 
working together.  
 
We refer to the Local Safeguarding Children's Partnership for guidance on Early Help and the TAC process. 
 
24 Our personal role in the recognition of needs, harm, neglect, abuse or exploitation: 
Staff will exercise professional curiosity when they notice unusual behaviour or possible indicators of harm. Children 
may not always be ready to disclose abuse, may not recognise their experiences as abuse, or may be fearful or 
ashamed. It is vital that our staff build trusted, respectful relationships that make children feel safe to share concerns.  
 
If staff suspect harm, they will not wait for a disclosure and will contact the DSL immediately. 
 
24.1 Recognise 
It is important that everyone working with children should be able to recognise the signs of possible abuse, neglect or 
exploitation.  and neglect. It is not adequate to wait for disclosure as the primary means of detecting child abuse. The 
recognition and identification of signs of potential abuse will form part of our continuous professional development. 
 
24.2 Respond 
All adults in school are ‘Trusted Adults’ and are emotionally available to children - a crucial aspect of our safeguarding 
culture. We will not ignore harmful behaviours or actions. We are prepared to respond appropriately to concerns and 
disclosures of abuse from children. 
 
25 Staff training 
All staff members will receive input about safeguarding and child protection at induction. This will include:  

• Current KCSIE 2025 guidance 

• School Policies, including child behaviour 

• The staff code of conduct 

• Low Level Concerns policy/Managing Allegations Protocol 

• Whistle-blowing procedures 

• Online safety.  
 
This is to ensure that staff understand school’s safeguarding systems, their responsibilities, and can identify signs of 
possible abuse, neglect or exploitation. 
 
Professional learning will be continually updated and will:  

• Be integrated, aligned and considered as part of the whole-school safeguarding approach and wider staff learning 
and curriculum planning.  

• Be in line with advice from the Local Safeguarding Children Partnership. 

• Have regard to the Teachers’ Standards to support the expectation that all teachers: Manage behaviour effectively 
to ensure a good and safe environment; Have a clear understanding of the needs of all children.  

 
Staff will receive regular safeguarding and child protection updates (through emails, e-bulletins and staff meetings) 
and enhanced by the termly Safeguarding CPD programme. Staff will receive annual safeguarding INSET and updates, 
each autumn term, prior to the return to school of children. 
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26Roles and functions within our school: 
26.1 Part 1 KCSIE 2025. 
All staff will read and understand part 1 and Annex B of the Department for Education’s statutory safeguarding 
guidance, Keeping Children Safe in Education, through flick online training and review this guidance at least annually.  
 
This policy is aligned with Annex B of Keeping Children Safe in Education (KCSIE) 2025, which outlines specific 
safeguarding issues that all staff must be aware of. While these issues may not always present as standalone concerns, 
they often overlap and require a proactive, informed response. Staff receive training to recognise and respond to the 
following risks: 
• Child Sexual Exploitation (CSE) and Child Criminal Exploitation (CCE), including county lines. 
• Serious youth violence. 
• Domestic abuse, including teenage relationship abuse. 
• Mental health concerns linked to safeguarding. 
• Radicalisation and extremism (Prevent Duty). 
• So-called ‘honour-based’ abuse, including Female Genital Mutilation (FGM) and Forced Marriage. 
• Children missing education (CME) or frequently absent. 
• Online abuse and cybercrime, including the sharing of nudes and semi-nudes. 
• Substance misuse, including parental drug or alcohol misuse. 
• Private fostering arrangements. 
• Homelessness and children in families facing complex challenges. 
 
These and other emerging risks are addressed through training, policy implementation, and partnership with external 
agencies. Our staff maintain professional curiosity and act in the best interests of the child at all times, ensuring 
concerns are identified, escalated, and recorded promptly in line with statutory guidance. 
 
26.2 Sign to acknowledge understanding of KCSIE 2025. 
At the start of each academic year, all staff will complete Flick online training and this confirms they have reviewed 
and understood the guidance. 
 
26.3 All staff will be aware of. 

• Our systems which support safeguarding, including: 
o This child protection and safeguarding policy,  
o the staff code of conduct the role and identity of the designated safeguarding lead (DSL) deputies, 
o the behaviour and online safety policies, 
o the safeguarding response to children who go missing from education.  

• Children who are frequently or persistently absent from education, especially over prolonged periods, may be at 
risk of significant harm.  
o Staff will be alert to attendance patterns, unexplained absences, or repeat absences and report them to the 

DSL.  
o Absence tracking is embedded into the school's safeguarding systems and prompt referral to external agencies 

considered where appropriate. 

• The Early Help process and their role in it, including: the identification of emerging problems, liaison with the DSL, 
and the sharing of information with other professionals to support early identification and assessment. 

• The process for making referrals to local authority children’s social care and for statutory assessments that may 
follow a referral, including the role they might be expected to play. 

• What to do when they identify a safeguarding issue or a child tells them they are being abused, neglected or 
exploited, including specific issues such as FGM and sexual abuse, and how to maintain an appropriate level of 
confidentiality while liaising with relevant professionals.  Especially understanding their statutory duty in reporting 
concerns to the police. 

• The signs of different types of abuse, neglect and exploitation, as well as specific safeguarding issues, such as:  
o Child on child abuse. 
o Child sexual exploitation (CSE), Child criminal exploitation (CCE). 
o (which may involve an exchange for something the victim wants, and/or for the financial advantage or 

increased status of the perpetrator or facilitator). 
o indicators of being at risk from or involved with serious violent crime, FGM and radicalisation.   
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• The importance of reassuring victims that they are being taken seriously and that they will be supported and kept 
safe. 

 

27Contractors, agency staff and volunteers. 
27.1 Contractors 
(Refer to KCSIE 2025, Par 296). 
OLoL CMAT is committed to ensuring that all contractors and their employees who work on school premises do so in 
a manner that upholds our safeguarding responsibilities. 
 
If there is an incident recorded on their DBS there would be a R.A completed before any decision is taken to allow the 
individual into school, this will be communicated to the headteacher prior to the contractor starting in school. 
 
Contractors must submit details of their checks seven days before coming into school.  These checks from central 
contractors are within the estate’s portal.  Please contact the estates team or your link DPS, if you have any concerns 
regarding contractors. 
• All contractors must be subject to appropriate safeguarding checks based on the nature and frequency of their 

work and contact with children, in line with KCSIE 2025 (Paragraphs 296–299). 
• Contractors engaging in regulated activity relating to children must have an enhanced DBS check with children’s 

barred list information. 
• Contractors who do not engage in regulated activity, but who have the opportunity for regular contact with 

children, will require an enhanced DBS check without barred list information. 
• Barred list checks will not be requested for individuals who are not engaging in regulated activity. 
• Contractors for whom no DBS checks have been obtained will not be allowed to work unsupervised or engage in 

any activity that could bring them into unsupervised contact with children. In such cases, appropriate supervision 
arrangements will be implemented, depending on the level of risk and the nature of the work. 

• All contractors will be required to report to reception and show photographic ID on arrival. They will be escorted 
or monitored in line with the school’s visitor and safeguarding protocols. 

• The school will maintain a record of the checks carried out on contractors as part of the Single Central Record 
(SCR), where required. 

 
1. Supervision Arrangements (if no DBS check) 
Where contractors are on site without a DBS check, they will always be supervised by a member of school staff who 
has undergone full DBS checks. The level of supervision will be risk-assessed and proportionate to the nature of the 
work being undertaken and the likelihood of contact with children. 
 
2. Contractor Briefing on Safeguarding Expectations 
All contractors working on-site will be provided with a safeguarding and conduct briefing or written information upon 
arrival, outlining expectations for professional behaviour, reporting concerns, and restricted areas within the school. 
 
3. Contractor Access to children 
Contractors are not permitted to have unsupervised access to children. They must not initiate contact with children 
and should immediately report any safeguarding concern or disclosure to a member of staff or the DSL. 
 
4. Inclusion in the Single Central Record (SCR) 
The school maintains a record of safeguarding checks for contractors in the Single Central Record where appropriate, 
in accordance with statutory requirements and DfE guidance. 
 
5. Safeguarding Checks for Long-Term or Agency Contractors 
Contractors who work in school regularly (e.g. catering, cleaning, IT support) and are likely to have frequent contact 
with children will be subject to the same safer recruitment checks as school employees, including relevant DBS checks 
and, where appropriate, child barred list checks. 
 
Refer to Annex E, KCSIE 2025. 
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27.2 Agency and third-party staff (supply staff). 
KCSIE 2025, Par 292 Our school will obtain written notification from any agency, or third-party organisation, that they 
have carried out the same checks as our school would otherwise perform on any individual who will be working at our 
school (or who will be providing education on our school’s behalf, including through online delivery).    
 
In respect of the enhanced DBS check, our school will ensure that written notification confirms the certificate has been 
obtained by either the employment business or another such business. 
 
Where the agency or organisation has obtained an enhanced DBS certificate before the person is due to begin work 
at our school, which has disclosed any matter or information, or any information was provided to the employment 
business, we will obtain a copy of the certificate from the agency.  It is an expectation that all supply staff will have 
been expected to read KCSIE 2025 part 1. 
 
Our school will always check that the person presenting themselves for work is the same person on whom the checks 
have been made. 
 

27.3 Volunteers (refer to KCSIE 2025, Par 309) 
Volunteers will receive appropriate CPD, if applicable.  
 
Under no circumstances will a volunteer on whom no checks have been obtained be left unsupervised or allowed to 
work in regulated activity. (KCSIE 2025, Par 309) 
 
OLOL CMAT will obtain an enhanced DBS check (which should include children’s barred list information) for all 
volunteers who are new to working in regulated activity with children in our school. 
 
Please see KCSIE 2025 page 164 for further contact details and access to support pages.15 
  

                                                        
15 Keeping children safe in education 2025 

https://assets.publishing.service.gov.uk/media/68add931969253904d155860/Keeping_children_safe_in_education_from_1_September_2025.pdf
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Appendix 1. Police and Criminal Evidence Act (1984) – Code C:  
1. The Headteacher, Designated Safeguarding Lead (DSL) and deputy (DDSL) are aware of the requirement for  
2. children to have an appropriate adult when in contact with Police officers.16  
3. PACE states that anyone who appears to be under 18, shall, in the absence of clear evidence that they are older, 

be treated as a child for these purposes.  
4. PACE also states that if at any time an officer has any reason to suspect that a person of any age may be vulnerable, 

then that person is entitled to be accompanied by an appropriate adult at any point.  
5. If a police officer arrives at the school wishing to speak with a child, the receptionist will inform the principal and 

the DSL and follow the visitor’s policy. The DSL will ensure that arrangements are made to inform parents that this 
is the case and seek their presence at the school as the appropriate adult. If for any reason the parent cannot 
attend to be an appropriate adult the DSL or Principal will ensure that an appropriate adult is provided from the 
school leadership team.  

6. The DSL (or deputy) will communicate any vulnerabilities known by the school to any police officer who wishes to 
speak to a child about an offence they may suspect. This communication will be recorded on our online 
safeguarding system.  

7. If having been informed of the vulnerabilities, the DSL (or deputy) does not feel that the officer is acting in 
accordance with PACE, they will ask to speak with a supervisor or contact 101 to escalate their concerns 
immediately.  

8. A person whom there are grounds to suspect of an offence must be cautioned1 before questioned about an 

offence2, or asked further questions if the answers they provide the grounds for suspicion, or when put to them 
the suspect’s answers or silence, (i.e. failure or refusal to answer or answer satisfactorily) may be given in evidence 
to a court in a prosecution.  

9. A Police Officer must not caution a child or a vulnerable person unless the appropriate adult is present. If a child 
or a vulnerable person is cautioned in the absence of the appropriate adult, the caution must be repeated in the 
appropriate adult’s presence. 

10. The appropriate adult’ means, in the case of a child:  

• the parent, guardian or, if the child is in the care of a local authority or voluntary organisation, a person 
representing that authority or organisation.  

• a social worker of a local authority or, failing these, some other responsible adult aged 18 or over who is not:  
o a police officer;  
o employed by the police;  
o under the direction or control of the chief officer of a police force; or  
o a person who provides services under contractual arrangements (but without being employed by the chief 

officer of a police force), to assist that force in relation to the discharge of its chief officer’s functions.  
Further information can be found in the Statutory guidance - PACE Code C 2019. 
 
1 The police caution is: “You do not have to say anything. But it may harm your defence if you do not mention when 
questioned something which you later rely on in Court. Anything you do say may be given in evidence.”  
2 A person need not be cautioned if questions are for other necessary purposes, e.g. (a) solely to establish their identity 
or ownership of any vehicle; to obtain information in accordance with any relevant statutory requirement; in 
furtherance of the proper and effective conduct of a search, e.g. to determine the need to search in the exercise of 
powers of stop and search or to seek co-operation while carrying out a search; or to seek verification of a written 
record.  
  

                                                        
16 when-to-call-the-police--guidance-for-schools-and-colleges.pdf 

https://www.npcc.police.uk/SysSiteAssets/media/downloads/publications/publications-log/2020/when-to-call-the-police--guidance-for-schools-and-colleges.pdf
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Appendix 2: How staff can report Low Level Concerns: 
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Appendix 3: Flow chart for raising safeguarding concerns about a child: 
 
 
 
   
  
  
   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 Monitor Refer 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
  

Class teacher asked 
to monitor child and 
feedback to the 
Designated 
Safeguarding Lead 
within an agreed 
timescale. 
Information 
regarding concerns to 
be stored securely. 
 

Designated 
Safeguarding Lead 
discusses decision 
with a senior teacher 
or the head and agree 
to refer to social care  

Once discussed with 
parents Designated 
Safeguarding Lead 
decides to discuss 
with parents, 
monitor, complete an 
Early Help 
Assessment (EHA) or 
refer to social care. 
 

In exceptional 
circumstances, 
concerns may be 
referred directly to 
children’s social care 

Designated 
Safeguarding Lead(s): 
Name:  

 

Contact details:  
 

Telephone:  

 
Link Governor: 
Name:  

Contact details:  

Telephone:  

The local authority 
Designated Officer 
(LADO) for concerns 
about adults is: 
 
Name:  

Contact details:  

Telephone:  

 

Concern input onto 
CPOMs which sends 
automatic email to DSL 

Designated Safeguarding 
Lead reviews concern 
form and records ‘action 
taken’. 

Decision made to 
discuss the concern 
informally with the 
parents/carers  Decision made to 

monitor the concern.  

Decision made to 
refer the concern to 
social care 

Contact Details 
Social Care Referrals: 
 
See Key personnel 
section of the 
safeguarding policy. 
 
 

Designated Safeguarding Lead or other 
designated member of staff, completes 
an Early Help Assessment (EHA) to 
support the discussion around unmet 
needs and the targeted support 
available to meet those needs, which 
may progress to a Team Around the 
Child (TAC) when multi- agency 
involvement is needed.  
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3.1 Actions where there are concerns about a child: 
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Appendix 4: Protocol for external speakers or organisations at Trust and in schools. 
In this protocol, our “CMAT” refers to Our Lady of Lourdes central team and all our academies. 
Our CMAT potentially organises opportunities for children and staff to hear from external speakers. In some cases, it 
is possible that our CMAT could also let our premises to external organisations for community events. In both these 
cases, the organiser at Trust level (reporting to the DCEO) and Headteacher at school level (reporting to the DPS team) 
have a responsibility to ensure that the organisation is suitable. 
As a Trust we will consider the following points before agreeing for an external organisation to use our premises or 
hold an event for our central team or for our academies: 

• The topic and purpose of the event 

• Whether it would appropriate for students (and the likelihood of students attending the event if held outside 
normal school hours) 

• The reputation of the organisers and any speakers – we will check the organisers and any speakers’ status and 
history by searching the internet, including social media. 

• Who might attend? 

• Any risks to our schools and CMAT reputation and ethos 

• The potential or likelihood that the visit will stir up hatred or incite violence. 

• The views of the community safety team, local police or local Prevent coordinator if you have any concerns. 

• Through hosting external speakers, our CMAT will provide a safe space for students to engage with a variety of 
issues and hear and debate different perspectives. Our CMAT has a responsibility to ensure that the people they 
invite to speak are suitable and that all safeguarding procedures are followed.  

• When inviting speakers, the central team and schools are reminded of the following: 

• Keeping children safe in education is statutory guidance that our CMAT must have regard to when carrying out our 
duties to safeguard and promote the welfare of children. When inviting speakers, our CMAT will be conscious of 
the safeguarding requirements in the guidance. 

• The statutory guidance on the Prevent Duty17 makes clear that as part of our safeguarding policies, our CMAT 
should ‘set out clear protocols for ensuring that any visiting speakers whether invited by staff or children 
themselves are suitable and appropriately supervised’. 

• Our CMAT is subject to requirements to forbid political indoctrination and secure a balanced treatment of political 
issues. This extends to extra-curricular activities which are provided or organised for registered children at the 
school by or on behalf of the school.18 

• Teaching misconduct guidance19 states that staff are ‘likely to face prohibition if they deliberately allow exposure 
of children to such actions that undermine fundamental British values including promoting political or religious 
extremism by inviting individuals to speak in schools’. 

• Our schools play an important role within the community and will often let their premises to external organisations. 
This can also be a means of generating additional income for the benefit of the school. The above principles apply 
in relation both to speakers visiting during normal school hours and to organisations and individuals using the 
premises outside school hours. 

• Our schools will only let its premises to organisations and individuals whose conduct is in accordance with the 
ethos of the school. Similar considerations will apply to hosting speakers outside of school hours as during school 
hours if students are likely to attend these events. 

• Our CMAT will ensure, in making any decisions about whether to host an external speaker, that they comply with 
the public sector equality duty and that they are not discriminating by reference to protected characteristics. 

• The equalities guidance for schools contains advice on ensuring that the public sector equalities duty is fulfilled 
(see chapter 5)20 

 
Useful links: 

• Keeping children safe in education 

• Protecting children from radicalisation: the Prevent duty 

• Inspecting safeguarding in early years, education and skills settings 

• Hosting Speakers on School Premises Guidance 
 

                                                        
17 Prevent duty guidance: Guidance for specified authorities in England and Wales (publishing.service.gov.uk) 
18 Section 406 and 407 of the Education Act 1996 and standard 5c of the Independent School Standards 
19 Teacher misconduct - GOV.UK (www.gov.uk) 
20 Equality and diversity - Department for Education - GOV.UK (www.gov.uk) 

https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
https://www.gov.uk/government/publications/protecting-children-from-radicalisation-the-prevent-duty
https://www.gov.uk/government/publications/inspecting-safeguarding-in-early-years-education-and-skills
https://www.educateagainsthate.com/wp-content/uploads/2020/04/20160108HostingSpeakersAdvice.pdf
https://assets.publishing.service.gov.uk/media/64f8498efdc5d10014fce6d1/14.258_HO_Prevent_Duty_Guidance_v5c.pdf
https://www.gov.uk/government/collections/teacher-misconduct
https://www.gov.uk/government/organisations/department-for-education/about/equality-and-diversity
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Appendix 5: Staffing Ratios and requirements for EYFS settings in schools. 
Requirements for the whole setting (EYFS setting includes Reception and or Nursery) 
In all Early Years Foundation Stage (EYFS) settings: 

• EYFS Leads:  
o Appointed on or after 1 January 2025: must hold a suitable level 2 qualification in maths or must do so within 2 

years of starting the position. 
o Must hold at least a full and relevant level 3 qualification. 
o Should have at least 2 years of experience of working in an early years setting, or have at least 2 years of other 

suitable experience 

• At least half of all other staff must hold at least an approved level 2 qualification 

• At least 1 person who has a current paediatric first aid (PFA) certificate must be on the premises and available at 
all times when children are present, and must accompany children on outings. 

 

Age of 
children 

Number of staff Qualification requirement 

Children under 
2 years old 

At least 1 member of staff for every 
3 children. 

• At least 1 member of staff must have an approved 
level 3 qualification, and have suitable experience of 
working with children under 2. 

• At least half of all staff must have an approved level 
2 qualification. 

• At least half of all staff must have received training 
that specifically addresses the care of babies. 

• If there’s a room for under 2-year-olds, the member 
of staff in charge of the room must, in the judgement 
of the provider, have suitable experience of working 
with children in this age group. 

Children aged 
2 

At least 1 member of staff for every 
5 children. 

• At least 1 member of staff must have an approved 
level 3 qualification 

• At least half of all staff must have an approved level 
2 qualification 

Children aged 
3 and over 

Where a person with qualified 
teacher status (QTS), early years 
professional status (EYPS), early 
years teacher status (EYTS) or 
another suitable level 6 qualification; 
an instructor; or a suitably qualified 
overseas trained teacher is working 
directly with the children: 

• If most children will reach the age of 
5 or older within the school year, 
there must be at least 1 member of 
staff for every 30 children. 

• If not, there must be at least 1 
member of staff for every 13 
children. 

• At least 1 other member of staff must have an 
approved level 3 qualification 

 

Where there is no person with the 
qualifications listed in the row above 
working directly with the children: 
 

• There must be at least 1 member of 
staff for every 8 children 

• At least 1 member of staff must have a full and 
relevant level 3 qualification. 

• If other members of staff are needed to fulfil the 
ratio, at least half of them must have a full and 
relevant level 2 qualification. 

Children in 
reception 
classes 

At least 1 schoolteacher for every 30 
children (not counting any excepted 
children.) 

• No other requirements specified 
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Who counts as a ‘staff member’? 
To count as a member of staff in respect to these ratios, individuals must: 
• At level 2 or 3 in an early years setting: if they’ve achieved a level 2 or 3 qualification since 30 June 2016, have a 

full PFA or emergency PFA certificate within 3 months of starting work. This must be renewed every 3 years. 
• At level 3: if they hold an early year’s educator qualification, also have a suitable level 2 qualification in English. 
 
The following can be included in the ratios at the level below their level of study if you’re satisfied they’re ‘competent 
and responsible’: 

• Suitable students on long-term placements 

• Volunteers (aged 17 or over) 

• Staff working as apprentices in early education (aged 16 or over). 

• The staffing and qualification requirements span pages 28–33 of the EYFS framework.21 

• What counts as 'adequate supervision?' 

• For adequate supervision, children must usually be within sight and hearing of staff, and always within 
sight or hearing. 

• While eating, children must be within both sight and hearing of a staff member. 

• Additional Information: 

• Reception classes with mixed ages: 

• If you have children younger than reception age: 
o Staffing ratios must be calculated and applied separately, to make sure the needs of each age range are met 

(e.g. if you have 15 reception-aged children and 4 children aged 2, you’ll need at least 2 members of staff to 
satisfy the 1:30 and 1:5 ratios for the respective age groups) 

o However, qualification requirements can be met across all the staff working in the class (e.g. if you need staff 
members with level 3 qualifications to fulfil requirements for 2 different age ranges, then a single staff member 
with the right qualification can be used, rather than finding 2) 

• If you have children older than reception age: the reception class staffing ratio would apply (e.g. if you have a class 
made up of children in reception, year 1 and year 2, they'd all be included in the 1:30 ratio) 

                                                        
21 Early years foundation stage (EYFS) statutory framework - GOV.UK (www.gov.uk) 

https://www.gov.uk/government/publications/early-years-foundation-stage-framework--2
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Appendix 6: Prevent Risk Assessment. 
 
The prevent risk assessments can be found by accessing the below link. 
 
Prevent_risk__assessment_for_schools.ods 
 
Before you begin to complete the Risk Assessment consider: 
• What awareness leaders and managers have of national, regional and local risks. 
• What training staff have received to give them an awareness and understanding of radicalisation risk. 
• What actions leaders, managers and staff need take to protect children from these risk. 
• How effectively providers collaborate with local partners including the local authority, Prevent leads, the police 

and community safety partnerships, and DfE regional Prevent co-ordinator. 
• How aware children are of local risks and how to protect themselves. 
• What is being done to build resilience to radicalisation, including protecting children online and raising awareness 

of online safety. 
• The actions you have taken to protect children from radicalisation proportionate to the risk posed in your area, 

cohort of children and size of institution. 
• What options may be available and appropriate to take in response to local risks. 
 
Develop an awareness of the UK’s current terrorism threat picture, including: 
• The UK’s current threat and risk picture that is impacting children. 
• The age, gender and type of concern of those referred to Prevent and those arrested for terrorism offences 
• How individuals are exposed to harmful extremist content online; share extremist or illegal content which may 

present a risk to themselves and others; and engage with extremists online, on social media or chat forums, or 
through gaming. 

• Different ideological narratives, for example, Islamist and extreme right-wing – Educate Against Hate provides 
further information. 

• Different terrorist groups or organisations banned under UK law. 
 
Online training for Prevent awareness 
Online courses on Prevent awareness include: 
• Prevent awareness elearning - an introduction to the Prevent duty (Home Office). 
• Prevent referrals elearning - make a referral that is robust, informed and with good intention (Home Office). 
• Channel awareness elearning - understand the objectives of the Channel programme, the working process, roles 

and responsibilities (Home Office). 
• Prevent for further education and training - aimed at different audiences including staff, governors and board 

members (Education and Training Foundation). 
 

Resources for teachers and school leaders 
You can get more guidance, resources and practical advice from: 
• Educate Against Hate 
• ETF Learners from the Education and Learning Foundation 
• ACT - Action Counters Terrorism 
• Notice, check, share procedure 
 

https://view.officeapps.live.com/op/view.aspx?src=https%3A%2F%2Fassets.publishing.service.gov.uk%2Fmedia%2F6512bc95b23dad000de70661%2FPrevent_risk__assessment_for_schools.ods&wdOrigin=BROWSELINK
https://www.gov.uk/government/statistics/individuals-referred-to-and-supported-through-the-prevent-programme-april-2021-to-march-2022/individuals-referred-to-and-supported-through-the-prevent-programme-april-2021-to-march-2022
https://www.gov.uk/government/collections/operation-of-police-powers-under-the-terrorism-act-2000
https://educateagainsthate.com/
https://www.gov.uk/government/publications/proscribed-terror-groups-or-organisations--2
http://www.elearning.prevent.homeoffice.gov.uk/
https://www.elearning.prevent.homeoffice.gov.uk/preventreferrals
https://www.elearning.prevent.homeoffice.gov.uk/channelawareness
https://www.futurelearn.com/invitations/etf/prevent-for-further-education-and-training/6uxb2brej3kse0g321u7alwtcgqanhb
http://www.educateagainsthate.com/
https://www.etflearners.org.uk/
https://actearly.uk/
https://www.support-people-vulnerable-to-radicalisation.service.gov.uk/awareness-course/introducing-notice-check-share-procedure

